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Abstract of the contribution: This paper proposes addresses various aspects and issues in the document: list of analytics, methods of data collection, discovery of serving NF.
1. Discussion
This contribution addresses several topics:
· Explanations on data collection which may require long monitoring periods in the past.
· Notions of deadline in order to decide of when no data availability
· Discovery of which NF is serving a given UE, in order to collect data
· As a supplement, the list of analytic IDs is provided.  
NOTE : Several techniques should be identified (FFS) to identify which NF is serving a given UE, e.g.:
- usage or extension of Event Exposure from network repositories (UDM, Binding Support Function)
- usage of the identify of the consumer NF instance (e.g. ID of AMF instance)
- usage of additional parameters provided by the consumer instance (e.g. ID of serving SMF instance)
- conservation of historical data in the data lake
- general broadcast of Event Exposure subscription to all NFs, only the serving NF should reply.
These techniques should be compared in terms of feasibility and signalling or computation load.
The same question applies for the discovery of AF services and OAM services in coordination with SA5.
2. Proposal
The following changes are proposed in TS 23.288.
[bookmark: _Toc517082226]* * * First change * * * *
[bookmark: _Toc4164134]6.1.3	Contents of Analytics Exposure
The NFs/AF/ OAM subscribing (using Nnwdaf_ AnalyticsSubscription) or requesting (using Nnwdaf_AnalyticsInfo) analytics to NWDAF should contains:
-	Analytic ID: one or multiple Analytic ID(s)
Editor's note: New Analytic IDs possibly need to be extended to fit to use cases.
Editor's note: The relationship (e.g. the mapping when using NEF) of Analytic ID and Event ID (as defined in TS 23.502 [3] clause 4.15.1) is FFS.
-	Analytic Filter Information. This set of parameter types and values enables to select which type of analytics information are requested (e.g. subset of all available analytics produced by NWDAF for the given Analytic ID value).
-	Target of Analytic Reporting: the object targeted by analytics/predictions (UEs, group of UE(s), any UEs). The target of analytic reporting indicates entities such as specific UEs, a group of UE(s) or any UE (i.e. all UEs). 
-	A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing to correlate notifications received from NWDAF with this subscription.
-	Analytic Reporting Information with the following parameters:
-	Parameters defined in Table 4.15.1-1, TS 23.502 [3].
-	Observation period: time interval [start..end] covered by the computation, either in the past or in the future, expressed as positive or negative offsets to the present. An interval in the past is a request for statistics. An interval in the future is a request for predictions. A default value means statistics in the recent past, with a time range defined by the NWDAF.
-	Preferred level of accuracy of the analytics (e.g. Low/High).
-	Time when analytics are needed (if applicable).
Editor's note: Other additional parameters is FFS which is according to use cases e.g. as level of aggregation
The NWDAF provide analytic feedback to NFs/AF/ OAM by notifying (using Nnwdaf_AnalyticsSubscription) or response (using Nnwdaf_AnalyticsInfo) to analytics should contains:
-	The Notification Correlation Information provided in the subscription request.
-	The Analytic ID (one of the Analytic ID provided in the request),
-	Related list of analytics on the requested observation period;
-	Optional additional information:
-	Timestamp of analytics generation, which allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;
-    Validity period, which defines the time period for which the analytics information is valid. 
-	Probability assertion: level of certainty, degree of confidence in statistics/prediction.
6.1.X	Available Analytic s
The available analytics IDs are listed in the Table 6.1.X-1.
	Analytic ID
	Description
	Reference

	Slide load level
	Load level of a slice instance (FFS)
	clause 6.3

	Observed service experience
	Provision of service experience based on MOS model
	clause 6.4

	NF load
	Load of an NF instance
	clause 6.5

	Network Performance Information
	Load in a Area of Interest
	clause 6.6

	Mobility Behaviour
	Typology of mobility
	clause 6.7

	Communication behaviour
	Typology of communication
	clause 6.7

	Abnormal behaviour
	Detection of abnormal behaviour
	clause 6.8

	Mico mode optimisation
	FFS
	clause 6.9

	UE mobility 
	Targeting of UE mobility and location during a observation period
	clause 6.10

	UE communication
	Targeting of UE UP applicative flows during a observation period
	clause 6.11

	User data congestion
	FFS
	clause 6.12


Table 6.1.X-1: List of analytics IDs 

[bookmark: _Toc4164135]6.2	Procedures for Data Collection
[bookmark: _Toc4164136]6.2.1	General
The Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF), as a basis of the computation of network analytics.
All available data encompass:
-	OAM global NF data,
-	behaviour data related to individual UEs or UE groups (e.g. UE reachability), and pre-computed metrics covering UE populations (e.g. number of UEs present in a geographical area), per spatial and temporal dimensions (e.g. per region for a period of time),
-	other NF data available in the 5GC (e.g. NRF)
The NWDAF shall use:
-	the Generic management services as defined in TS 28.532 [6] offered by NFs in order to collect OAM global NF data.
-	the Exposure services offered by NFs/AFs in order to retrieve behaviour data and other non-OAM pre-computed metrics.
-	Other NF services in order to collect NF data (e.g. NRF)
The NWDAF shall be able to discover the metrics supported by a NF/AF.
Data collection procedures enables the NWDAF to efficiently obtain the appropriate data with the appropriate granularity.
When a request or subscription for statistics or predictions is received, the NWDAF may not possess the necessary data to perform the service. 
· Data on the monitoring period in the past matching the observation period  is necessary for the provision of statistics and predictions. 
· Data on longer monitoring periods  in the past is necessary for model training.
Therefore, in order to optimize the service quality, the NWDAF may undertake the following actions:
· The NWDAF may return a probability assertion as stated in 6.1.3 expressing the confidence in the analytics produced. With zero confidence, no analytics shall be returned. This confidence is likely to grow in the case of subscriptions.
· The value of the confidence depends on the level or urgency expressed by the time deadline as stated in 6.1.3, the level of accuracy, the availability of data. If no sufficient data is collected to provide an estimation for the requested level of accuracy before the time deadline, the service shall return a zero confidence. Otherwise, the NWDAF may wait until enough data is collected before providing a response or a first notification.
· In order to train models (continuous learning) or be prepared for future requests on statistics from NFs/AFs/OAM, the NWDAF, upon operator configuration, may collect data on its own initiative, e.g. on samples of UEs (e.g. mobility), and retain the data collected in the data storage.
The volume and maximum duration of data storage is under operator control.
The NWDAF may decide under operator control to reduce the amout of data collection in case of high signalling load, by either prioritizing requests, reducing the duration of data collection, or the sampling ratios.
· 
[bookmark: _Toc4164137]6.2.2	Data Collection from NFs/AFs
[bookmark: _Toc4164138]6.2.2.1	General
The Data Collection from NFs/AFs is used by NWDAF to subscribe/unsubscribe at any NF or AF to be notified for data on a set of events.
The Data Collection from NFs/AFs is based on the services of AMF, SMF, UDM, PCF, NRF and AF (possibly via NEF):
-	Event Exposure Service offered by each NF or AF as defined in TS 23.502 [3] clause 4.15 and clause 5.2.
-	other NF services (e.g. Nnrf_NFDiscovery and Nnrf_NFManagement in NRF as defined in TS 23.502 [3] clause 4.17)
This data collection service is used directly in order to retrieve behaviour data for individual UEs or groups of UEs (e.g. UE reachability), and also to retrieve global UE information (e.g. Number of UEs present in a geographical area).
Editor's note:	The Exposition Framework is likely to be extended depending on the analysis of use cases, with either:
-	new event-IDs in order to retrieve metrics  covering UE populations, not covered by OAM services, as described in TR 23.791 [13] (e.g. metrics per area on CM/RM states).
-	extensions of existing event-IDs and associated reports (e.g. for AMF  the "Number of UEs present in a geographical area" in order to obtain finer grain information (cells) than TA).
Table 6.2.2.1-1: NF Services consumed by NWDAF for data collection
	NF
	Service
	Reference in TS 23.502 [3]

	AMF
	Namf_EventExposure
	5.2.2.3

	SMF
	Nsmf_EventExposure
	5.2.8.3

	PCF
	Npcf_EventExposure
	5.2.5.7

	UDM
	Nudm_EventExposure
	5.2.3.5

	NEF
	Nnef_EventExposure
	5.2.6.2

	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	
	Nnrf_NFManagement
	5.2.7.2



[bookmark: _GoBack]To retrieve data related to specific UEs, the NWDAF shall first discover which NF instances are serving these UEs.
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